**Odbor za odbranu i unutrašnje poslove**

**Narodne skupštine Republike Srbije**

**JAVNO SLUŠANjE O SAJBER BEZBEDNOSTI U REPUBLICI SRBIJI**

*Mala sala, Dom narodne skupštine, Trg Nikole Pašića*

*10. septembar 2015. godine*

**PROGRAM JAVNOG SLUŠANjA**

**10.00-11.30** Prva sesija: Pojam i značaj sajber bezbednosti

Ključni rizici sajber-prostora za bezbednost države, ekonomije i pojedinaca (sajber-terorizam, sajber-kriminal, sajber-aktivizam, sajber-špijunaža, sajber-ratovanje). Mapiranje rizika, napadača i ciljeva sajber-napada. Neophodnost višepartnerskog modela u izgradnji strateškog pristupa sajber-bezbednosti. Izazovi za demokratsko upravljanje u oblasti sajber bezbednosti.

*Govornici:*

* **Gorazd Božič**, direktor nacionalnog centra za brzo reagovanje na sajber incidente u Sloveniji (SI-CERT) i član Upravnog odbora Evropske agencije za bezbednost mreža i podataka (ENISA) (*mapiranje rizika, napadača i ciljeva sajber-napada*)
* **An-Mari Buzatu (Anne-Marie Buzatu),** zamenica direktora Odeljenja IV, DCAF (*izazovi u demokratskom upravljanju sajber bezbednošću*)
* **Sava Savić,** pomoćnik ministra, ministarstvo trgovine, turizma i telekomunikacija,*(informaciona bezbednost u Srbiji, značaj za razvoj)*

**11.30-12.00** Pauza

**12.00-13.30** Druga sesija**:** Stanje sajber bezbednosti u Srbiji

Predstavljanje pravnog i institucionalnog okvira za obezbeđivanje sajber bezbednosti u Srbiji. Aktivnosti pojedinih državnih organa u ovom polju. Predstavljanje politika i strategija od značaja za ovu temu.

*Govornici:*

* **Goran Matić,** direktor Kancelarije Saveta za nacionalnu bezbednost i zaštitu tajnih podataka (*postojeći* *pravni i institucionalni okvir u R.Srbiji, ključni izazovi i pretnje po bezbednost iz sajber prostora*)
* **Branko Stamenković,** posebni tužilac za visokotehnološki kriminal ***(****sajber kriminal u Srbiji i institucionalni odgovor)*
* **Slobodan Nedeljković,** pomoćnik ministra unutrašnjih poslova, MUP(*razvoj* *e-uprava servisa, implikacije za bezbednost, odgovor MUP*)
* **Dragan Mladenović,** Uprava za telekomunikacije i informatiku (J-6), Vojska Srbije(*Odbrana od vojnih pretnji u sajber prostoru*)

**13.30-14.30** Pauza

**14.30-16.00** Treća sesija: Zašto i kako dalje

Značaj sajber bezbednosti za razvoj zemlje, privredu i privatni sektor i vice versa. Mogući modeli za prevazilaženje trenutnih izazova. Diskusija sa svim prethodnim govornicima.

* **Arto Rati (Arto Räty),** stalni sekretar Ministarstva odbrane Finske (*Finski model strateškog pristupa sajber bezbednosti*)
* **Milan Nikolić,** direktor korporativne bezbednosti, Telenor Srbija i Crna Gora (*značaj sajber bezbednosti za poslovanje, saradnja države i privatnog sektora, primeri iz Norveške)*
* **Vladimir Radunović**, Direktor programa sajber-bezbednosti i e-diplomatije, Diplo Centar i DiploFoundation *(mogući* *modeli uspostavljanja nacionalnih institucija za sajber bezbednost na osnovu ekspertskih diskusija pod pokroviteljstvom Misije OEBS)*